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CloudKey Manage your personal Account included UserID, 
Password Χ etc. Save those data in external device to leave 
nothing inside the core of your iOS mobile in order to safely 
protect your Account. If have no correspond device is connected 
no one can login your Account to steal your personal data. Once 
connected, AutoFill can be selected to direct login your account. 
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Create Password: 
Please press ά/ǊŜŀǘŜέ button and create CloudKey password. 
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Add New Account: 
Please key-in your ID and password. 
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Add New Account: 
When you press Login, ID and password will be saved and 
auto created an account in CloudKey for you. 
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Add New Account: 
When you press άҌέ , you can establish an individual secret 
note for private data such like credit card number, passport 
number, ID number Χ etc. 
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Add New Account: 
When you press SAVE , private data will be saved and auto 
created an internal account list in CloudKey for you. 
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Account List: 
Press ά        έ you can see the account data. 
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Modify Account  Data: 
You can modify your account data by touching the list. 
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Delete Account: 
Holding the list and make left-slide, press έ5ŜƭŜǘŜέ button for 
the account you wish to delete. 
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Change Password: 
You can change the login password here. But if you changed 
your login password after ά9ȄǇƻǊǘ Backup 5ŀǘŀέ , when you 
wish to do the άLƳǇƻǊǘ Backup 5ŀǘŀέ your login password 
must be same as the time you did on the ά9ȄǇƻǊǘέ.  
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Export Backup Data: 
Backup all your account list data encrypted to the Contacts of 
the mobile device . 
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Import Backup Data: 
When you need or changed mobile device you can do the 
άLƳǇƻǊǘ Backup 5ŀǘŀέ to call back all your account lists but at 
the same login password as the time you did on the ά9ȄǇƻǊǘ 
Backup 5ŀǘŀέ . 
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Delete Backup Data: 
You can delete your backup data in contacts. 
**strongly suggest to take this action after άLƳǇƻǊǘ Backup 5ŀǘŀέ has 
been done to leave nothing inside the core of the mobile even where 
they were encrypted** 
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